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МИНИСТЕРСТВО ЦИФРОВОГО РАЗВИТИЯ, СВЯЗИ

И МАССОВЫХ КОММУНИКАЦИЙ РОССИЙСКОЙ ФЕДЕРАЦИИ

ПРИКАЗ

от 17 апреля 2023 г. N 378

ОБ УТВЕРЖДЕНИИ МЕТОДИК

ПРОВЕРКИ СООТВЕТСТВИЯ ПРЕДОСТАВЛЕННЫХ БИОМЕТРИЧЕСКИХ

ПЕРСОНАЛЬНЫХ ДАННЫХ ФИЗИЧЕСКОГО ЛИЦА СООТВЕТСТВУЮЩИМ

ВЕКТОРАМ ЕДИНОЙ БИОМЕТРИЧЕСКОЙ СИСТЕМЫ И ОПРЕДЕЛЕНИИ

СТЕПЕНИ ВЗАИМНОГО СООТВЕТСТВИЯ БИОМЕТРИЧЕСКИХ ПЕРСОНАЛЬНЫХ

ДАННЫХ И ВЕКТОРОВ ЕДИНОЙ БИОМЕТРИЧЕСКОЙ СИСТЕМЫ, ДОСТАТОЧНОЙ

ДЛЯ ПРОВЕДЕНИЯ ИДЕНТИФИКАЦИИ И (ИЛИ) АУТЕНТИФИКАЦИИ

В соответствии с [пунктом 3 части 2 статьи 6](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100148&field=134) Федерального закона от 29 декабря 2022 г. N 572-ФЗ "Об осуществлении идентификации и (или) аутентификации физических лиц с использованием биометрических персональных данных, о внесении изменений в отдельные законодательные акты Российской Федерации и признании утратившими силу отдельных положений законодательных актов Российской Федерации" и [подпунктами 5.2.64](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=462679&date=10.12.2023&dst=100145&field=134) и [5.2.65 пункта 5](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=462679&date=10.12.2023&dst=100146&field=134) Положения о Министерстве цифрового развития, связи и массовых коммуникаций Российской Федерации, утвержденного постановлением Правительства Российской Федерации от 2 июня 2008 г. N 418, приказываю:

1. Утвердить согласованные с Центральным банком Российской Федерации прилагаемые:

Методику проверки соответствия предоставленных биометрических персональных данных физического лица соответствующим векторам единой биометрической системы, при которой предоставленные биометрические персональные данные одного физического лица сравнивают с векторами единой биометрической системы одного физического лица, согласно [приложению N 1](#Par39) к настоящему приказу;

Методику проверки соответствия предоставленных биометрических персональных данных физического лица соответствующим векторам единой биометрической системы, при которой осуществляется поиск предоставленных биометрических персональных данных одного физического лица по векторам единой биометрической системы более чем одного физического лица, согласно [приложению N 2](#Par74) к настоящему приказу.

2. Установить, что в отношении биометрических персональных данных, используемых в соответствии со [статьей 9](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100189&field=134) и [частями 1](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100244&field=134) и [2 статьи 14](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100245&field=134) Федерального закона от 29 декабря 2022 г. N 572-ФЗ "Об осуществлении идентификации и (или) аутентификации физических лиц с использованием биометрических персональных данных, о внесении изменений в отдельные законодательные акты Российской Федерации и признании утратившими силу отдельных положений законодательных актов Российской Федерации" для идентификации и (или) аутентификации, степень взаимного соответствия предоставленных биометрических персональных данных векторам единой биометрической системы, достаточная для проведения идентификации и (или) аутентификации физического лица, составляет не менее 0,9999.

3. Признать утратившим силу [приказ](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=394957&date=10.12.2023) Министерства цифрового развития, связи и массовых коммуникаций Российской Федерации от 06.08.2021 N 816 "Об утверждении методик проверки соответствия предоставленных биометрических персональных данных физического лица его биометрическим персональным данным, содержащимся в информационных системах, обеспечивающих идентификацию и (или) аутентификацию с использованием биометрических персональных данных, а также об определении степени взаимного соответствия указанных биометрических персональных данных, достаточной для проведения идентификации, предусмотренной Федеральным законом от 27 июля 2006 г. N 149-ФЗ "Об информации, информационных технологиях и о защите информации" (зарегистрирован Минюстом России 8 сентября 2021 г., регистрационный N 64922).

Министр

М.И.ШАДАЕВ

Приложение N 1

к приказу Министерства

цифрового развития, связи

и массовых коммуникаций

Российской Федерации

от 17.04.2023 N 378

МЕТОДИКА

ПРОВЕРКИ СООТВЕТСТВИЯ ПРЕДОСТАВЛЕННЫХ БИОМЕТРИЧЕСКИХ

ПЕРСОНАЛЬНЫХ ДАННЫХ ФИЗИЧЕСКОГО ЛИЦА СООТВЕТСТВУЮЩИМ

ВЕКТОРАМ ЕДИНОЙ БИОМЕТРИЧЕСКОЙ СИСТЕМЫ, ПРИ КОТОРОЙ

ПРЕДОСТАВЛЕННЫЕ БИОМЕТРИЧЕСКИЕ ПЕРСОНАЛЬНЫЕ ДАННЫЕ ОДНОГО

ФИЗИЧЕСКОГО ЛИЦА СРАВНИВАЮТ С ВЕКТОРАМИ ЕДИНОЙ

БИОМЕТРИЧЕСКОЙ СИСТЕМЫ ОДНОГО ФИЗИЧЕСКОГО ЛИЦА

1. Методика проверки соответствия предоставленных биометрических персональных данных физического лица соответствующим векторам единой биометрической системы, при которой предоставленные биометрические персональные данные одного физического лица сравнивают с векторами единой биометрической системы одного физического лица (далее - Методика), применяется в отношении биометрических персональных данных, используемых в соответствии со [статьями 5](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100098&field=134), [9](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100189&field=134), [10](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100202&field=134), [14](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100243&field=134) и [16](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100269&field=134) Федерального закона от 29 декабря 2022 г. N 572-ФЗ "Об осуществлении идентификации и (или) аутентификации физических лиц с использованием биометрических персональных данных, о внесении изменений в отдельные законодательные акты Российской Федерации и признании утратившими силу отдельных положений законодательных актов Российской Федерации" (далее - Федеральный закон N 572-ФЗ), при проверке соответствия предоставленных биометрических персональных данных физического лица векторам единой биометрической системы, а также при расчете степени взаимного соответствия биометрических персональных данных, используемых в соответствии со [статьей 9](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100189&field=134) и [частями 1](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100244&field=134) и [2 статьи 14](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100245&field=134) Федерального закона N 572-ФЗ, и векторов единой биометрической системы, достаточной для проведения идентификации и (или) аутентификации.

2. При применении Методики должны соблюдаться требования, установленные [пунктами 8.2.3](https://login.consultant.ru/link/?req=doc&demo=2&base=OTN&n=36388&date=10.12.2023&dst=100462&field=134) и [8.2.4](https://login.consultant.ru/link/?req=doc&demo=2&base=OTN&n=36388&date=10.12.2023&dst=100467&field=134) национального стандарта Российской Федерации ГОСТ Р ИСО/МЭК 19795-1-2007 "Автоматическая идентификация. Идентификация биометрическая. Эксплуатационные испытания и протоколы испытаний в биометрии. Часть 1. Принципы и структура", утвержденного [приказом](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=260066&date=10.12.2023) Федерального агентства по техническому регулированию и метрологии от 25 декабря 2007 г. N 403-ст "Об утверждении национального стандарта" (М., Стандартинформ, 2009), [пунктом 12.2.2](https://login.consultant.ru/link/?req=doc&demo=2&base=OTN&n=35142&date=10.12.2023&dst=100351&field=134) национального стандарта Российской Федерации ГОСТ Р 58624.3-2019 "Информационные технологии (ИТ). Биометрия. Обнаружение атаки на биометрическое предъявление. Часть 3. Испытания и протоколы испытаний", утвержденного [приказом](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=340823&date=10.12.2023) Федерального агентства по техническому регулированию и метрологии от 20 ноября 2019 г. N 1197-ст "Об утверждении национального стандарта" (М., Стандартинформ, 2019).

3. Данные о степени взаимного соответствия биометрических персональных данных и векторов единой биометрической системы в отношении биометрических персональных данных, используемых в соответствии со [статьей 9](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100189&field=134) и [частями 1](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100244&field=134) и [2 статьи 14](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100245&field=134) Федерального закона N 572-ФЗ, представляются оператором единой биометрической системы в случае, если значение степени взаимного соответствия биометрических персональных данных и векторов единой биометрической системы не ниже установленного настоящим приказом.

4. В целях принятия решения о соответствии предоставленных биометрических персональных данных физического лица векторам единой биометрической системы определяется степень взаимного соответствия указанных данных (P), рассчитываемая как:

![](data:image/x-wmf;base64,183GmgAAAAAAAEAN4AIACQAAAACxUQEACQAAAywDAAACALQAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADALgAkANCwAAACYGDwAMAE1hdGhUeXBlAACAABIAAAAmBg8AGgD/////AAAQAAAAwP///73///8ADQAAnQIAAAUAAAAJAgAAAAIFAAAAFAI0AfQIHAAAAPsCIv8AAAAAAACQAQAAAMwAAgAQVGltZXMgTmV3IFJvbWFuANTXEgAni/h1QJH7dbAYZooEAAAALQEAAAwAAAAyCgAAAAADAAAAwsvRFZMAlgC8AQUAAAAUAoICWQccAAAA+wIi/wAAAAAAAJABAAAAAAACABBUaW1lcyBOZXcgUm9tYW4A1NcSACeL+HVAkft1sBhmigQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAADF5vAEFAAAAFALgAaECHAAAAPsCgP4AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuANTXEgAni/h1QJH7dbAYZooEAAAALQEAAAQAAADwAQEACgAAADIKAAAAAAIAAAAxTIAJAAMFAAAAFALsAKEGHAAAAPsCIv8AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuANTXEgAni/h1QJH7dbAYZooEAAAALQEBAAQAAADwAQAACQAAADIKAAAAAAEAAABuTLwBBQAAABQCQwLUCBwAAAD7AiL/AAAAAAAAkAEBAAAAAAIAEFRpbWVzIE5ldyBSb21hbgDU1xIAJ4v4dUCR+3WwGGaKBAAAAC0BAAAEAAAA8AEBAAkAAAAyCgAAAAABAAAAaUy8AQUAAAAUAoICmwYcAAAA+wIi/wAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A1NcSACeL+HVAkft1sBhmigQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAGlMvAEFAAAAFALgAUUAHAAAAPsCgP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuANTXEgAni/h1QJH7dbAYZooEAAAALQEAAAQAAADwAQEACgAAADIKAAAAAAIAAABQcNYHAAMFAAAAFAKCAuoGHAAAAPsCIv8AAAAAAACQAQAAAAEAAgAQU3ltYm9sAHXxGAoZqGcfANTXEgAni/h1QJH7dbAYZooEAAAALQEBAAQAAADwAQAACQAAADIKAAAAAAEAAAA9cLwBBQAAABQC4AGUARwAAAD7AoD+AAAAAAAAkAEAAAABAAIAEFN5bWJvbAB1axgKyMhnHwDU1xIAJ4v4dUCR+3WwGGaKBAAAAC0BAAAEAAAA8AEBAAwAAAAyCgAAAAADAAAAPS20GfcBgQcAAwUAAAAUAjgCoAQcAAAA+wLA/QAAAAAAAJABAAAAAQACABBTeW1ib2wAdfEYChqoZx8A1NcSACeL+HVAkft1sBhmigQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAANVwgAS0AAAAJgYPAF4BQXBwc01GQ0MBADcBAAA3AQAARGVzaWduIFNjaWVuY2UsIEluYy4ABQEABgdEU01UNgAAE1dpbkFsbEJhc2ljQ29kZVBhZ2VzABEFVGltZXMgTmV3IFJvbWFuABEDU3ltYm9sABEFQ291cmllciBOZXcAEQRNVCBFeHRyYQASAAghL0WPRC9BUPQQD0dfQVDyHx5BUPQVD0EA9EX0JfSPQl9BAPQQD0NfQQD0j0X0Kl9I9I9BAPQQD0D0j0F/SPQQD0EqX0RfRfRfRfRfQQ8MAQABAAECAgICAAIAAQEBAAMAAQAEAAAKAQACAINQAAIEhj0APQIAiDEAAgSGEiItAwARMAABAAIAg3AAAwAdAAALAQACAINpAAABAAIAgRIEAgCBGwQCAIEhBAAAAAEAAgCDaQACBIY9AD0CAIgxAAABAAIAg24AAA0CBIYPItUACgIEhtcAtAIAgUwAAAAKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhQACQAAAAAAvAIAAADMAQICIlN5c3RlbQCKsBhmigAACgAuAIoDAAAAAAAAAAAE4hIABAAAAC0BAAAEAAAA8AEBAAMAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAE5BTkk=),
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![](data:image/x-wmf;base64,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) - произведение ![](data:image/x-wmf;base64,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) для всех j от 1 до m или 1, если не осуществляется обнаружение атак на биометрическое предъявление;

![](data:image/x-wmf;base64,183GmgAAAAAAAEADYAIBCQAAAAAwXwEACQAAA6MBAAACAI4AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAJgAkADCwAAACYGDwAMAE1hdGhUeXBlAABgABIAAAAmBg8AGgD/////AAAQAAAAwP///7X///8AAwAAFQIAAAUAAAAJAgAAAAIFAAAAFAL0AD8BHAAAAPsCIv8AAAAAAACQAQAAAMwAAgAQVGltZXMgTmV3IFJvbWFuANTXEgAni/h1QJH7dTcYZtkEAAAALQEAAAwAAAAyCgAAAAADAAAAwsvRXZMAlgC8AQUAAAAUAgMCHwEcAAAA+wIi/wAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A1NcSACeL+HVAkft1Nxhm2QQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAGl5vAEFAAAAFAKgAWYAHAAAAPsCgP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuANTXEgAni/h1QJH7dTcYZtkEAAAALQEAAAQAAADwAQEACQAAADIKAAAAAAEAAABweQADjgAAACYGDwARAUFwcHNNRkNDAQDqAAAA6gAAAERlc2lnbiBTY2llbmNlLCBJbmMuAAUBAAYHRFNNVDYAABNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAEgAIIS9Fj0QvQVD0EA9HX0FQ8h8eQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAACgEAAgCDcAADAB0AAAsBAAIAg2kAAAEAAgCBEgQCAIEbBAIAgSEEAAAAAAAKAAAAJgYPAAoA/////wEAAAAAABwAAAD7AhQACQAAAAAAvAIAAADMAQICIlN5c3RlbQDZNxhm2QAACgAuAIoDAAAAAAEAAAAE4hIABAAAAC0BAQAEAAAA8AEAAAMAAAAAAAAAAAAAAAAAAAAAAAAAAAAAAE5BTkk=) - вероятность ложного совпадения предоставленных государственным органом, органом местного самоуправления, Центральным банком Российской Федерации, организацией финансового рынка, иной организацией, индивидуальным предпринимателем, нотариусом (далее - орган, Центральный банк Российской Федерации, организация, индивидуальный предприниматель, нотариус) биометрических персональных данных с векторами единой биометрической системы другого физического лица для i-й из n-модальностей;

![](data:image/x-wmf;base64,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) - вероятность ошибки классификации предоставленных органом, Центральным банком Российской Федерации, организацией, индивидуальным предпринимателем, нотариусом биометрических персональных данных при атаке на информационную систему, обеспечивающую идентификацию и (или) аутентификацию на основе биометрических персональных данных, как подлинных биометрических персональных данных для j-й из m-модальностей для каждого независимого унимодального алгоритма и (или) для каждого мультимодального алгоритма, используемых для обнаружения атаки на биометрическое предъявление в данной информационной системе;

n - количество независимых модальностей, используемых в информационной системе, обеспечивающей идентификацию и (или) аутентификацию на основе биометрических персональных данных;

m - количество независимых модальностей или независимых унимодальных и (или) мультимодальных алгоритмов, используемых в информационной системе, обеспечивающей идентификацию и (или) аутентификацию на основе биометрических персональных данных, для обнаружения атаки на биометрическое предъявление.

5. Вероятность ложного совпадения предоставленных органом, Центральным банком Российской Федерации, организацией, индивидуальным предпринимателем, нотариусом биометрических персональных данных и векторов единой биометрической системы определяется на основе результатов сравнения этих данных с векторами единой биометрической системы одного физического лица и результатов технической оценки соответствия информационных технологий, предназначенных для обработки биометрических персональных данных, векторов единой биометрической системы в целях проведения идентификации и (или) аутентификации, требованиям, установленным в соответствии с [подпунктом "е" пункта 1 части 2 статьи 6](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100146&field=134) Федерального закона N 572-ФЗ, проводимой оператором единой биометрической системы.

Вероятность ошибки классификации предоставленных органом, Центральным банком Российской Федерации, организацией, индивидуальным предпринимателем, нотариусом биометрических персональных данных при атаке на информационную систему, обеспечивающую идентификацию и (или) аутентификацию на основе биометрических персональных данных, определяется на основе результатов обнаружения атаки на биометрическое предъявление и результатов технической оценки соответствия информационных технологий, предназначенных для обработки биометрических персональных данных, векторов единой биометрической системы в целях проведения идентификации и (или) аутентификации, требованиям, установленным в соответствии с [подпунктом "е" пункта 1 части 2 статьи 6](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100146&field=134) Федерального закона N 572-ФЗ, проводимой оператором единой биометрической системы.

Приложение N 2

к приказу Министерства

цифрового развития, связи

и массовых коммуникаций

Российской Федерации

от 17.04.2023 N 378

МЕТОДИКА

ПРОВЕРКИ СООТВЕТСТВИЯ ПРЕДОСТАВЛЕННЫХ БИОМЕТРИЧЕСКИХ

ПЕРСОНАЛЬНЫХ ДАННЫХ ФИЗИЧЕСКОГО ЛИЦА СООТВЕТСТВУЮЩИМ

ВЕКТОРАМ ЕДИНОЙ БИОМЕТРИЧЕСКОЙ СИСТЕМЫ, ПРИ КОТОРОЙ

ОСУЩЕСТВЛЯЕТСЯ ПОИСК ПРЕДОСТАВЛЕННЫХ БИОМЕТРИЧЕСКИХ

ПЕРСОНАЛЬНЫХ ДАННЫХ ОДНОГО ФИЗИЧЕСКОГО ЛИЦА ПО ВЕКТОРАМ

ЕДИНОЙ БИОМЕТРИЧЕСКОЙ СИСТЕМЫ БОЛЕЕ ЧЕМ ОДНОГО

ФИЗИЧЕСКОГО ЛИЦА

1. Методика проверки соответствия предоставленных биометрических персональных данных физического лица соответствующим векторам единой биометрической системы, при которой осуществляется поиск предоставленных биометрических персональных данных одного физического лица по векторам единой биометрической системы более чем одного физического лица (далее - Методика), применяется в отношении биометрических персональных данных, используемых в соответствии со [статьями 5](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100098&field=134), [9](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100189&field=134), [10](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100202&field=134), [14](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100243&field=134) и [16](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100269&field=134) Федерального закона от 29 декабря 2022 г. N 572-ФЗ "Об осуществлении идентификации и (или) аутентификации физических лиц с использованием биометрических персональных данных, о внесении изменений в отдельные законодательные акты Российской Федерации и признании утратившими силу отдельных положений законодательных актов Российской Федерации" (далее - Федеральный закон N 572-ФЗ), при проверке соответствия предоставленных биометрических персональных данных физического лица векторам единой биометрической системы, а также при расчете степени взаимного соответствия биометрических персональных данных, используемых в соответствии со [статьей 9](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100189&field=134) и [частями 1](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100244&field=134) и [2 статьи 14](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100245&field=134) Федерального закона N 572-ФЗ, и векторов единой биометрической системы, достаточной для проведения идентификации и (или) аутентификации.

2. При применении Методики должны соблюдаться требования, установленные [пунктом 8.4.3](https://login.consultant.ru/link/?req=doc&demo=2&base=OTN&n=36388&date=10.12.2023&dst=100512&field=134) национального стандарта Российской Федерации ГОСТ Р ИСО/МЭК 19795-1-2007 "Автоматическая идентификация. Идентификация биометрическая. Эксплуатационные испытания и протоколы испытаний в биометрии. Часть 1. Принципы и структура.", утвержденного [приказом](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=260066&date=10.12.2023) Федерального агентства по техническому регулированию и метрологии от 25 декабря 2007 г. N 403-ст "Об утверждении национального стандарта" (М., Стандартинформ, 2009), [пунктом 12.2.2](https://login.consultant.ru/link/?req=doc&demo=2&base=OTN&n=35142&date=10.12.2023&dst=100351&field=134) национального стандарта Российской Федерации ГОСТ Р 58624.3-2019 "Информационные технологии (ИТ). Биометрия. Обнаружение атаки на биометрическое предъявление. Часть 3. Испытания и протоколы испытаний", утвержденного [приказом](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=340823&date=10.12.2023) Федерального агентства по техническому регулированию и метрологии от 20 ноября 2019 г. N 1197-ст "Об утверждении национального стандарта" (М., Стандартинформ, 2019).

3. Данные о степени взаимного соответствия биометрических персональных данных и векторов единой биометрической системы в отношении биометрических персональных данных, используемых в соответствии со [статьей 9](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100189&field=134) и [частями 1](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100244&field=134) и [2 статьи 14](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100245&field=134) Федерального закона N 572-ФЗ, представляются оператором единой биометрической системы в случае, если значение степени взаимного соответствия биометрических персональных данных не ниже установленного настоящим приказом.

4. В целях принятия решения о соответствии предоставленных биометрических персональных данных физического лица векторам единой биометрической системы определяется степень взаимного соответствия указанных данных (P), рассчитываемая как:

![](data:image/x-wmf;base64,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),

где: ![](data:image/x-wmf;base64,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) - произведение ![](data:image/x-wmf;base64,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) для всех i от 1 до n;

![](data:image/x-wmf;base64,183GmgAAAAAAAKAKAAP7CAAAAABKVgEACQAAAyQDAAACAK4AAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAIAA6AKCwAAACYGDwAMAE1hdGhUeXBlAACQABIAAAAmBg8AGgD/////AAAQAAAAwP///73///9gCgAAvQIAAAUAAAAJAgAAAAIFAAAAFAI0ATUHHAAAAPsCIv8AAAAAAACQAQAAAMwAAgAQVGltZXMgTmV3IFJvbWFuANTXEgAni/h1QJH7db8XZo4EAAAALQEAAA8AAAAyCgAAAAAFAAAAws7Kz8AAkwChAJMAoQC8AQUAAAAUAoICmgUcAAAA+wIi/wAAAAAAAJABAAAAAAACABBUaW1lcyBOZXcgUm9tYW4A1NcSACeL+HVAkft1vxdmjgQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAADF5vAEFAAAAFALgAUAAHAAAAPsCgP4AAAAAAACQAQAAAAAAAgAQVGltZXMgTmV3IFJvbWFuANTXEgAni/h1QJH7db8XZo4EAAAALQEAAAQAAADwAQEACQAAADIKAAAAAAEAAABMeQADBQAAABQC7ACwBBwAAAD7AiL/AAAAAAAAkAEBAAAAAAIAEFRpbWVzIE5ldyBSb21hbgDU1xIAJ4v4dUCR+3W/F2aOBAAAAC0BAQAEAAAA8AEAAAkAAAAyCgAAAAABAAAAbXm8AQUAAAAUAkMCRwccAAAA+wIi/wAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A1NcSACeL+HVAkft1vxdmjgQAAAAtAQAABAAAAPABAQAJAAAAMgoAAAAAAQAAAGp5vAEFAAAAFAKCAtwEHAAAAPsCIv8AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuANTXEgAni/h1QJH7db8XZo4EAAAALQEBAAQAAADwAQAACQAAADIKAAAAAAEAAABqebwBBQAAABQC4AFcBhwAAAD7AoD+AAAAAAAAkAEBAAAAAAIAEFRpbWVzIE5ldyBSb21hbgDU1xIAJ4v4dUCR+3W/F2aOBAAAAC0BAAAEAAAA8AEBAAkAAAAyCgAAAAABAAAAcHkAAwUAAAAUAoICKwUcAAAA+wIi/wAAAAAAAJABAAAAAQACABBTeW1ib2wAdcwYCtrYOx0A1NcSACeL+HVAkft1vxdmjgQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAD15vAEFAAAAFALgAYYBHAAAAPsCgP4AAAAAAACQAQAAAAEAAgAQU3ltYm9sAHWwGAqI+DsdANTXEgAni/h1QJH7db8XZo4EAAAALQEAAAQAAADwAQEACQAAADIKAAAAAAEAAAA9eQADBQAAABQCOAKvAhwAAAD7AsD9AAAAAAAAkAEAAAABAAIAEFN5bWJvbAB1zBgK29g7HQDU1xIAJ4v4dUCR+3W/F2aOBAAAAC0BAQAEAAAA8AEAAAkAAAAyCgAAAAABAAAA1XmABK4AAAAmBg8AUQFBcHBzTUZDQwEAKgEAACoBAABEZXNpZ24gU2NpZW5jZSwgSW5jLgAFAQAGB0RTTVQ2AAATV2luQWxsQmFzaWNDb2RlUGFnZXMAEQVUaW1lcyBOZXcgUm9tYW4AEQNTeW1ib2wAEQVDb3VyaWVyIE5ldwARBE1UIEV4dHJhABIACCEvRY9EL0FQ9BAPR19BUPIfHkFQ9BUPQQD0RfQl9I9CX0EA9BAPQ19BAPSPRfQqX0j0j0EA9BAPQPSPQX9I9BAPQSpfRF9F9F9F9F9BDwwBAAEAAQICAgIAAgABAQEAAwABAAQAAAoBAAIAgUwAAgSGPQA9AwARMAABAAIAg3AAAwAdAAALAQACAINqAAABAAIAgRIEAgCBHgQCAIEaBAIAgR8EAgCBEAQAAAABAAIAg2oAAgSGPQA9AgCIMQAAAQACAINtAAANAgSGDyLVAAAAAAoAAAAmBg8ACgD/////AQAAAAAAHAAAAPsCFAAJAAAAAAC8AgAAAMwBAgIiU3lzdGVtAI6/F2aOAAAKAC4AigMAAAAAAAAAAATiEgAEAAAALQEAAAQAAADwAQEAAwAAAAAAAAAAAAAAAAAAAAAAAAAAAAAATkFOSQ==) - произведение ![](data:image/x-wmf;base64,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) для всех j от 1 до m или 1, если не осуществляется обнаружение атак на биометрическое предъявление;

![](data:image/x-wmf;base64,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) - вероятность ложноположительной биометрической идентификации предоставленных государственным органом, органом местного самоуправления, Центральным банком Российской Федерации, организацией финансового рынка, иной организацией, индивидуальным предпринимателем, нотариусом (далее - орган, Центральный банк Российской Федерации, организация, индивидуальный предприниматель, нотариус) биометрических персональных данных физических лиц, в отношении которых отсутствуют соответствующие векторы единой биометрической системы, каждой из n-модальностей, используемых в информационной системе, обеспечивающей идентификацию и (или) аутентификацию на основе биометрических персональных данных, как совпадающих с векторами единой биометрической системы;

![](data:image/x-wmf;base64,183GmgAAAAAAAKAEgAIACQAAAAAxWAEACQAAA6sBAAACAJMAAAAAAAUAAAACAQEAAAAFAAAAAQL///8ABQAAAC4BGQAAAAUAAAALAgAAAAAFAAAADAKAAqAECwAAACYGDwAMAE1hdGhUeXBlAABwABIAAAAmBg8AGgD/////AAAQAAAAwP///7X///9gBAAANQIAAAUAAAAJAgAAAAIFAAAAFAL0AD8BHAAAAPsCIv8AAAAAAACQAQAAAMwAAgAQVGltZXMgTmV3IFJvbWFuANTXEgAni/h1QJH7dXwYZr8EAAAALQEAAA8AAAAyCgAAAAAFAAAAws7Kz8AAkwChAJMAoQC8AQUAAAAUAgMCUQEcAAAA+wIi/wAAAAAAAJABAQAAAAACABBUaW1lcyBOZXcgUm9tYW4A1NcSACeL+HVAkft1fBhmvwQAAAAtAQEABAAAAPABAAAJAAAAMgoAAAAAAQAAAGp5vAEFAAAAFAKgAWYAHAAAAPsCgP4AAAAAAACQAQEAAAAAAgAQVGltZXMgTmV3IFJvbWFuANTXEgAni/h1QJH7dXwYZr8EAAAALQEAAAQAAADwAQEACQAAADIKAAAAAAEAAABweQADkwAAACYGDwAbAUFwcHNNRkNDAQD0AAAA9AAAAERlc2lnbiBTY2llbmNlLCBJbmMuAAUBAAYHRFNNVDYAABNXaW5BbGxCYXNpY0NvZGVQYWdlcwARBVRpbWVzIE5ldyBSb21hbgARA1N5bWJvbAARBUNvdXJpZXIgTmV3ABEETVQgRXh0cmEAEgAIIS9Fj0QvQVD0EA9HX0FQ8h8eQVD0FQ9BAPRF9CX0j0JfQQD0EA9DX0EA9I9F9CpfSPSPQQD0EA9A9I9Bf0j0EA9BKl9EX0X0X0X0X0EPDAEAAQABAgICAgACAAEBAQADAAEABAAACgEAAgCDcAADAB0AAAsBAAIAg2oAAAEAAgCBEgQCAIEeBAIAgRoEAgCBHwQCAIEQBAAAAACACgAAACYGDwAKAP////8BAAAAAAAcAAAA+wIUAAkAAAAAALwCAAAAzAECAiJTeXN0ZW0Av3wYZr8AAAoALgCKAwAAAAABAAAABOISAAQAAAAtAQEABAAAAPABAAADAAAAAAAAAAAAAAAAAAAAAAAAAAAAAABOQU5J) - вероятность ошибки классификации предоставленных органом, Центральным банком Российской Федерации, организацией, индивидуальным предпринимателем, нотариусом биометрических персональных данных при атаке на информационную систему, обеспечивающую идентификацию и (или) аутентификацию на основе биометрических персональных данных, как подлинных биометрических персональных данных для j-й из m-модальностей для каждого независимого унимодального алгоритма и (или) для каждого мультимодального алгоритма, используемых для обнаружения атаки на биометрическое предъявление в информационной системе;

n - количество независимых модальностей, используемых в информационной системе, обеспечивающей идентификацию и (или) аутентификацию на основе биометрических персональных данных;

m - количество независимых модальностей или независимых унимодальных и (или) мультимодальных алгоритмов, используемых в информационной системе, обеспечивающей идентификацию и (или) аутентификацию на основе биометрических персональных данных, для обнаружения атаки на биометрическое предъявление.

5. Вероятность ложноположительной биометрической идентификации предоставленных органом, Центральным банком Российской Федерации, организацией, индивидуальным предпринимателем, нотариусом биометрических персональных данных определяется на основе результатов сравнения этих данных с векторами единой биометрической системы более чем одного физического лица и результатов технической оценки соответствия информационных технологий, предназначенных для обработки биометрических персональных данных, векторов единой биометрической системы в целях проведения идентификации и (или) аутентификации, требованиям, установленным в соответствии с [подпунктом "е" пункта 1 части 2 статьи 6](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100146&field=134) Федерального закона N 572-ФЗ, проводимой оператором единой биометрической системы.

Вероятность ошибки классификации предоставленных органом, Центральным банком Российской Федерации, организацией, индивидуальным предпринимателем, нотариусом биометрических персональных данных при атаке на информационную систему, обеспечивающую идентификацию и (или) аутентификацию на основе биометрических персональных данных, определяется на основе результатов обнаружения атаки на биометрическое предъявление и результатов технической оценки соответствия информационных технологий, предназначенных для обработки биометрических персональных данных, векторов единой биометрической системы в целях проведения идентификации и (или) аутентификации, требованиям, установленным в соответствии с [подпунктом "е" пункта 1 части 2 статьи 6](https://login.consultant.ru/link/?req=doc&demo=2&base=LAW&n=436110&date=10.12.2023&dst=100146&field=134) Федерального закона N 572-ФЗ, проводимой оператором единой биометрической системы.